Organizational Planning For Computer Systems

The following document addresses the issue of organizational planning for computer systems.  It describes the pitfalls of inadequate planning in the first part, and suggests elements of an appropriate computer plan in the second.  This file is uploaded in the hope that it may stimulate productive discussion and debate.  IS professionals may wish to share some of its ideas with senior management.

The document is an excerpt from the book Exploding the Computer Myth:  Discovering 13 Realities of High Performing Business Systems, by Glenn E. Weadock (1995, John Wiley & Sons).  This book is designed to introduce business managers to some of the realities of computing, to improve communication between senior management and CIS, and ultimately to improve organizational productivity through the use of information systems.  A press release on Exploding the Computer Myth appears at the end of this file for those who may be interested in further details.

Myth 6

We Don’t Have Time for a Plan

“It is thrifty to prepare today for the wants of tomorrow.”

— Aesop, The Ant and the Grasshopper, about 550 B.C.

THE MYTH

A nonprofit organization I worked with uses computers enthusiastically but has never adopted a coherent strategy.  The organization added PC's for specific tasks over time (document processing, accounting, membership data, etc.) as seemed appropriate or convenient.  Eventually, there were six different brands of computers in use — some for identical pur​poses.  Staff in one department drafted documents that editors re-keyed into a different computer for print​ing.  Employees who under​stood one kind of machine were unfamiliar with others, creating problems when people were on vacation or ill.  Training and support costs were high because of the variety of machines and programs.

In sharp contrast, when a small credit-reporting bureau decided to automate its debtor-tracking database and letter-writing activities, the firm's two managing partners immersed themselves in the decision-making process of what software and hardware environments to use.  They asked me literally hundreds of questions about how the different systems we were considering would be able to adapt to changing business conditions and different growth scenarios.  We examined the stability and financial health of the vendors, and the different types and costs of support services available locally.  We studied what might be involved in moving the simple, standalone microcomputer we started with to a network, minicomputer or mainframe later.  We determined to document every stage of the software development process for ease of migration later.

As a result, though that company is now doing twenty times the business it was doing seven years ago, it has been able to expand its computer network to handle the growth while discarding no hardware and using the same database software framework.  It has incurred almost no retraining costs during that time, as every improvement has built on the expandable basic system.  The extra time we put into the planning process up front has saved that company hundreds of thousands of dollars as it has grown to its present size.  Planning pays.
To do anything in business without thinking of the future is foolhardy.  Yet many companies spend significant dollars on computer systems without ever formulating the most rudimentary computer plan.  The quick fix, ad hoc approach predominates:  buy something today that seems as if it will work, and if it doesn't work tomorrow, deal with it then.  Organizations consider each arising need separately.  Management holds no vision of the company's computer resource as an interconnected, evolving whole.  Myth #6, then, is simply stated:

Myth #6.  “We Don’t Have Time for Computer Planning.”

This is the first chapter in Part IV, which addresses the implementation and application of computer technology rather than the “big picture” issues considered in Part III.  Just as planning is the first step in applying information technology, it is the first topic to consider here.

As in Part III, we first study the roots of the myth so the solutions will make sense.  Please be patient:  the magnitude of this problem may seem overwhelming, considering the rapid pace of change in the IT world.  However, tried-and-true solutions do exist, but they will only be meaningful if one first understands why ad hoc automation is so often the rule rather than the exception.

ROOTS OF MYTH #6


Four factors that contribute to the ad hoc approach are uncoordinated departmental purchasing, crisis spending, a management orientation toward quick action, and deviating from existing plans midway through a project.

Uncoordinated Departmental Purchasing
I recently spoke with a manager at one of the top five American civil engineering consulting firms.  This firm had in recent months adopted a policy of decentralizing computer control and allowing departments and even individuals to make local buying decisions for the hundreds of PC's the company owned.  This resulted in a hodgepodge of incompatible networks and a practically insupportable variety of hardware and software.  The costs to perform even routine administrative tasks, such as making backup copies of key files, had grown prohibitive because of the complex computing environment.

This example illustrates how different departments or divisions within an organization often purchase computer systems independently, without coordination.  This practice creates isolated computer systems that, viewed individually, may perform well at their prescribed jobs but which do not communicate or share resources.  I’ve found such isolated systems in accounting, sales, inventory control, product design, advertising, human resources, project management, market research, and plant automation.

Uncoordinated departmental purchasing wastes computer power because:


It fosters systems that are redundant and often lightly used.

· 
It inhibits coordination and communication between departments.

· 
It adds enormously to the expense of linking the systems later.

· It increases training expenses for employees who move between departments.

It limits the organization's ability to shift computing resources between departments to accommodate changing workloads.


Why do divisions and departments fail to coordinate their computer projects?  One reason is the historical barriers between those groups, who have developed their own cultures and traditions and whose goals often conflict.  Another is the trend in some firms to push more authority and responsibility down to division and department levels, to make the organization more responsive and less burdened with centralized bureaucracy of the type that is slowly suffocating companies like IBM and DEC.

Another reason involves the dramatic shift in computing architectures from large, monolithic, expensive central systems to small, distributed, inexpensive units.  A department that could never buy a mainframe within its spending authority limits can certainly buy much less expensive mini- and micro-computers without consulting upper management for approval.  Ironically, the freefall in price/performance ratios and the shift to smaller, cheaper designs has actually made it more difficult for organizations to automate productively!  Individual departments now have the authority to buy whatever they think they need, whenever they think they need it.

And they have jumped at the opportunity.  Traditional mainframe bureaucracies have proven notoriously slow in meeting departmental needs.  As a result, according to LAN Magazine, “these departments were left with no alternative but to attempt to resolve their own needs.  LANs [Local Area Networks of PC's] provided a relatively cheap, simple, and flexible solution... Interoperability was not an issue, since LANs were built to be introverted — to fulfill needs internal to one department...Then IS [Information Services] came in to work one morning to find users camped at their doorsteps wanting connectivity, not only to the LAN down the hall, but also to the LAN across the country, and to the corporate IS infrastructure as well.  The explosion in PC's and local area networks happened so quickly that it caught many CIS [Corporate Information Systems] departments off guard, and they have not developed policies fast enough to deal with the influx.”

Specialized computer systems will always make sense for specific departments, and no one is suggesting that product design engineers should use the same equipment and software that bookkeepers in accounting use.  Departments should buy equipment and programs that meet their special needs, but which also can connect with other departments' systems where it makes sense.  Autonomous and uncoordinated departmental purchasing presents a tall barrier to an effective organizational computer system.


Crisis Spending

Computer systems cost a lot of money.  Small computers don't cost as much as large ones, but they're likely to be used by small companies with less to spend.  As a result, companies often put off their purchase until business pressures force the issue.  At that point, the company has not given itself enough time to evaluate alternative technologies.  The pressure is on, and any computer is better than this inefficient manual system — right?  Wrong.
The organization in a hurry to meet a computer need — be it a total system, a software package, a hardware device, or consulting services — may not obtain multiple bids, or may not carefully review the bids it does receive.  It’s true that for microcomputer hardware purchases, the dollar savings from comparison shopping don't amount to much in today's market due to intense competition and razor-thin margins.  However, large multi-user systems, most software and most services still vary widely in price and are somewhat negotiable.  Shopping around brings a better deal for the customer, but it takes a little time.

Perhaps even more important than the dollar savings that comparison shopping and competitive bidding produce are the life-cycle savings companies enjoy when they get the best product for their needs.  In an industry of 100,000 products, the first choice is not likely to be the best over the long haul, either in terms of speed, features, compatibility, upgradability, reliability, or price.

Sometimes a crisis pushes managers into creating their own “quick and dirty” computer programs to meet urgent operational needs.  I've seen these programs cause many more problems than they solve.  One support manager for a California electronics company explained how the exploding demand for Help Desk services in his firm drove him to assign a staff programmer to create a software tool that would log and track support calls.  “We didn't have time to shop around for an off-the-shelf solution,” he said.

The programmer completed the work in two weeks — it's fairly easy to write simple, mediocre programs in a short time.  But by now the program was six months old and hopelessly inadequate.  In-house programmers didn't have time to keep upgrading the original program.  Time pressures had not allowed the programmer to document his work, so outside contract help would be prohibitively expensive.  The manager had begun evaluating commercial software that could handle the job, but he now faced a conversion headache that involved porting old data to the new system and retraining the Help Desk staff.

Over time, “quick and dirty” solutions just get dirtier, as we’ll see in a later chapter that examines the issue of custom versus off-the-shelf software in more detail.

Crisis spending also surfaces when organizations must expand existing computer systems.  Companies wait until expansion becomes imperative and then frantically buy tack-on products that provide short-term relief.  Months go by, and they repeat the procedure.  Managers in crisis mode don't ask the relevant questions:  do we really need to expand the present system, or scrap it for a new one?  Will the quick-fix expansion create compatibility or support problems later?  Is it the best product for the money?

Automating from crisis to crisis is an enormously inefficient practice.  Certainly management's tendency to delay capital expenditures until they are necessary is understandable, but the worst time to buy a computer system is when a company really needs it.  It takes time to set up computers properly, to teach employees to use them, and to integrate them into the procedural work flow.  The larger the computer system, the longer this takes.  During this implementation process, which may take months or years, the computer system is a net drain on organizational productivity, just as adding employees is often a net drain until they learn the business.


Ready—Fire—Aim


Quite apart from dealing with crises, American business attaches great importance to speed:  not only in delivering goods and services to customers, but in making decisions, reacting to changing markets, and implementing new technology.  (Many corporations pay only lip service to the latter; the reasons for corporate inertia are examined later.)  Some companies adopt a philosophy of quick action that they apply to every circumstance, crisis or not.  Peters and Waterman devote a chapter to the “bias for action” in their widely read book In Search of Excellence.

Consultants often struggle to persuade executives that this philosophy of quick action can wreak special havoc when it comes to computer systems.  Rapid short-term decisions usually cost the company dearly over the long run.  Companies dedicated to the quick fix may seem to be moving rapidly forward, when in fact they are merely moving rapidly.  The direction of motion, and the results of quick action, ultimately determine success or failure.  Here's one of a litany of examples from my own experience:

The Research & Development manager of a Dallas engineering firm where I once worked bought a microcomputer database program after a day or two of research.  He instructed his employees to build a database of lab tests for a product under development.  The system began operating in short order; other managers in the company marveled at the speed with which the R&D group was computerizing its work.

When the time came to modify the database to reflect changes in test procedures, however, the engineers discovered that their software did not permit such changes.  They would have to create a new database structure, and re-enter all the old data by hand into the new program.  The R&D group limped along, performing periodic rewrites and re-keying all the historical data each time so they could use it for comparative analysis.  The productivity gains from computerizing the lab tests were great at first, minimal after one rewrite, and negative after several rewrites — but at least that computer was up and running quickly!

Changing Horses in Midstream

“No one would ask a bridge builder to change his design from a suspension to an arch-supported bridge after the bridge was half-built.  But the equivalent is often demanded of software builders.”
U.S. Congressional Office of Technology Assessment, quoted in The Day the Phones Stopped by Leonard Lee, 1992

Large automation projects run over budget and behind schedule more often than not.  The automated baggage system at Denver International Airport is almost a year late at this writing, costing the city of Denver about a million dollars a day in lost revenue.  A 1988 study by the accounting firm of Peat Marwick Mitchell & Co. revealed that of its 600 largest clients, 35% had encountered “major runaways” among their computerization projects.

A key reason so many of these projects spin out of control is that businesses make design changes midway through implementation as it becomes painfully apparent that the system isn't working as intended.

Why do companies deviate from project plans?  Lack of user involvement during the planning process is one reason.  When the project is half done, users see it for the first time and point out serious deficiencies that never occurred to the system designers.  The designers then try to correct those problems without abandoning the work they've already done and without making major structural changes.  “Patches” and “workarounds” start proliferating like measles spots.

In addition, non-technical managers often keep themselves too far removed from computer projects during planning and development.  A Business Week article puts it this way:  “One problem with giving data processing professionals and outside suppliers free rein over a new computer system is that they tend to be overly optimistic... [they] feel they have to keep the executives happy by promising even what they can't deliver.  And suppliers are out for sales.”  Furthermore, in-house systems professionals won't likely suggest products or approaches that could reduce the importance or size of the CIS department.

Managers who learn the fundamentals of computer systems can articulate their goals to systems professionals, understand the impacts of different design decisions, make planning decisions that work to the overall company's benefit, and apply their management skills to automation projects.  Lack of management involvement ensures unrealistic goals, budgets and timetables, and designs that don't meet management objectives — again requiring ad hoc fixes which distort original plans, drive costs skyward, and create a far less reliable and manageable system.

The third reason companies deviate from project plans, especially in software projects, is that they think it’s easy to do so.  Because it's so easy to change software  — it just takes a little typing at a PC or terminal, right? — managers mistakenly believe that they can “edit” their new idea for the half-finished program into the program as easily as a newspaper editor can add words to a reporter's article at a computer keyboard.  In reality, each part of a program affects dozens or even hundreds of other parts.  Change orders increase the likelihood of errors, and may even require the redesign of major parts of the program.

CONSEQUENCES OF MYTH #6

Consultants like myself harbor a fondness for planning, and large accounting and consulting firms have built enormous planning methodologies that customers understandably shy away from.  The business reader may therefore ask whether the results of unplanned automation are really so bad.  They're worse.  Consequences of the ad hoc approach include painful expansion, excessive support costs, low flexibility, poor organizational communications, disorganized data, inefficient resource use, slipped timetables and busted budgets.  Let’s look at each in turn.

Painful Expansion
Conversions

The ideal business computer meets the information processing needs of the business today, and can be upgraded and expanded as necessary tomorrow with no loss of investment in systems or training.  The ideal business computer does not exist.

Technological obsolescence is a fact of life in the frenetic computer world.  It often makes economic and competitive sense to upgrade computer systems; many companies delay too long to do so, as we’ll see later.  However, converting from one computer and set of programs to a newer system can devour tremendous amounts of time and effort.  If repeated regularly, conversion inefficiencies negate most of the productivity gains which automation was supposed to bring in the first place.  Technicians must discard old components; programmers must rewrite programs; instructors must re-train employees.  After the conversion, productivity suffers while users learn their way around the new machine and programs.

Companies can make conversions much less disruptive if they plan them in advance, and select the original equipment and software with future upgrades in mind.  One can plan for product interchangeability and upgradability, making conversions much simpler and faster.  Such foresight is, however, uncharacteristic of ad hoc automators.

If the company takes care to buy mainstream computer products that will have some resale value when the company upgrades, it can limit the cost of conversion.  Five years ago, my company arranged the sale of a computer system that originally cost $23,000.  To the president's chagrin, it brought $500, but we were very lucky to find a buyer at all.  The system was an “orphan,” an offshoot of IBM's main product line that IBM never developed or enhanced.  Though such a decline in market value is part of the risk of buying any high technology product, and though it's not easy to predict which product lines will stand the rigors of time and intense competition, careful planning can minimize the risk.  The ad hoc buyer worries more about whether the system can do the job now than whether it will be able to grow with the company.  Products purchased without a plan are more likely to end up as orphans that neither expand with the firm nor bring back any salvage value when sold.

The frequency of conversions is an important variable that ad hoc automators often do not control.  Because of the drain on the organization that even the best-planned conversion entails, it's undesirable to undergo conversions more often than once every two or three years.  Designers should put a certain amount of reserve capacity into place after every conversion, without going overboard and risking overkill.  But crisis computerizers buy only as much computer horsepower as is necessary to meet immediate needs.  So another crisis occurs in 4 to 6 months, requiring another conversion.

Upgrades

Companies can improve upgradable hardware and software and bring it up to the latest quality and performance levels without discarding entire systems.  Ad hoc automators don't pay much attention to upgradability when buying products; they may pay a steep price later.

In fact, many hardware vendors don't build upgradable systems.  By hard-wiring the Central Processing Unit (CPU) and other vital circuitry on an irreplaceable circuit board, or “motherboard,” these vendors ensure that customers who wish to move to a newer or more powerful system must buy an entirely new central computer.  The variety of nonstandard cabinetry and cabling manufacturers use also stands in the way of convenient upgrades.  Though this certainly contributes to manufacturers' sales volume, it leaves the user with a substantial cost obstacle to upgrading.  As a result, many companies that didn't look for upgradability first will continue using outmoded computers.

Microcomputer makers in particular have been slow to consider upgradability important.  Apple Computer provides a case history:



Year

Old Computer
New Computer      

Upgrade Method


1980

Apple II

Apple ///

None


1982

Apple ///

Lisa


None


1984

Lisa


Macintosh

None


1987

Macintosh

Macintosh II

None


1989

Macintosh II

Macintosh IIci

None


1990

Macintosh IIci

Macintosh Iifx

None


1991

Macintosh IIfx

Quadra 700

None


1992

Quadra 700

Quadra 950

None

A few of Apple's computers are upgradable — the IIcx and Quadra 650, for example — but those units are the exception.  Brand-loyalty provided no rewards when it came to moving up to new technology.

Computer makers may argue that they can't provide the latest features without fundamentally changing the machine; this is usually just a smoke screen, however.  Many of the changes that preclude upgrading (such as box size and shape) aren't necessary, and a few manufacturers have been building upgradable systems for years.  Companies like DEC have often made significant upgrades possible with their minicomputers using the same cabinetry.  In today's marketplace, many PC makers advertise upgradability to CPU's that aren't even in production yet.  Dell, for example, advertised Pentium upgradability for its “486” computers before the Pentium CPU was even in production.  The customer must hunt for such systems, however, as part of a carefully considered automation plan.


Excessive Support Costs
Training

Ill-planned computing facilities such as the one described at the start of this chapter require greater training costs than well-planned facilities.  The wide variety of machines and programs — many of which perform similar if not identical functions — implies a more diverse training schedule than would be necessary in a more homogeneous environment.

Some companies reason that it costs too much to train personnel in a hodgepodge computing environment, so they don't do it; or they provide training for only the most popular products, and ignore the others.  Therefore, one problem leads to another, and organizations with unplanned computer growth provide less training than other companies.  Ironically, those firms needing training most urgently supply it least often.

Documentation

Though most organizations do a miserable job of documenting their computer systems, the ones that try have a special challenge when trying to write user and technical manuals for the hodgepodge situation.  Perhaps the technical writers will produce documentation for the most widely used hardware and software, but individual departments and work groups must usually document their own systems.  The result?  They don't.  This compounds the usability problem and renders those systems even more difficult to maintain and expand over time.

User Support

Much of my work has dealt with end-user support, especially in “Help Desks” — CIS groups that answer user questions and troubleshoot problems, primarily over the phone.  These groups struggle valiantly to keep up with the support challenges posed by ad hoc automation, but it becomes next to impossible to deal with the variety of user needs these unplanned environments generate.  The result is poor service to the users, in the form of slow response time and slow solution time.

Low Flexibility
Employee Mobility

Companies with flexible staffs can deal with changing conditions, whether in the marketplace or within the organization.  Changing business conditions may require moving personnel from one department to another.  A company may need to move employees from engineering into sales to increase demand for its products.  On a smaller level, illness and time off may require horizontal micro-movements of personnel to keep key activities functioning smoothly.

Such flexibility is difficult in the ad hoc computing environment, for the same reason that training is expensive:  there's too much unnecessary variety in equipment and software.  When lateral movement of employees requires them to master new machines and programs, the lag time before the employees become productive in their new positions increases.  Substitutes become less effective at temporarily filling key positions, and customer service may suffer as a result.  The variety of hardware and software in the unplanned but automated office inhibits employee mobility and, therefore, the flexibility of the organization.

Equipment Interchangeability

Imagine a world in which only one manufacturer made tires that could fit your car; where a single company built an answering machine that would work with your phone; and where you had to own a separate corkscrew for every different kind of wine you drink.  Products such as tires, answering machines and corkscrews are interchangeable:  made in standard sizes and shapes to work with a variety of other products (wheels, phones, wine bottles).  Without design consistency, what happens?

· Interchangeability becomes impossible.

· Customers become hostages of sole-source suppliers.

· Systems grow inflexible.

· Redundancy reigns.

· Downtime soars.

· Product value declines.

Computers are admittedly more complex than corkscrews, though perhaps not so elegantly effective.  However, hardware interchangeability is achievable with complex devices.  Consider telephones:  standard phones have a modular plug that works with standard phone jacks.  Consider also stereo systems:  nearly any Compact Disc player connects easily to any preamplifier or receiver.

Ask a network administrator how difficult it would be to move a shared printer from one floor to another.  How many steps would it take?  Now ask what would be involved to take that network printer and connect it to a standalone PC.  Would it even be possible to connect it to a central mainframe?  The answers will most likely appall you; no one ever thought of planning for moving components around easily.  Ad hoc automators have little hope of achieving any semblance of equipment interchangeability, again making the organization less able to react internally to external market changes.

Poor Organizational Communications
Connecting disparate and randomly purchased computing components into an effective, company-wide electronic network is difficult and expensive.  Unplanned computer growth results in isolated computer systems with limited usefulness.  These isolated systems also tend to block personal interaction between departments.  One of the more important intangible benefits of sharing computer resources between departments is the informal conversations that result, e.g., using electronic mail.

Disorganized Data
Do you know where your data is?  In an unplanned computer environment, the answer is usually “no.”

The advent of distributed processing — using many CPUs in a company or department instead of just one — has created a serious problem for computer administrators:  keeping track of what data resides where.  Often, in an ill-planned system, several copies of important operating data are scattered around the organization.  Simply ensuring that every employee is working with the most up-to-date information can prove a nightmare in a highly distributed system having many small computers.  Providing special reports to managers is a difficult chore when administrators must hunt through dozens of poorly labelled floppy-disk files or tape racks to find the required information. The chore is even more burdensome when each worker has his own files stored in his own computer.

The recent explosion in portable computers — laptops, notebooks, subnotebooks, and “personal digital assistants” — scatters data even further afield.  Every portable computer user has had to deal with the problem of reconciling data:  making sure both the portable system and the desktop system have the latest files.

The problem of disorganized data does not usually occur to the ad hoc automators. They may buy one small computer after another, not realizing that with every new data storage device, the ability to rapidly retrieve specific data diminishes.  Insofar as computers use different kinds of disks, tapes, networks and operating systems, the problem worsens, because it becomes difficult to move data from one machine to another once one (eventually) locates it.

It’s clear, then, that the computer's ability to store vast quantities of information compactly is a two-edged sword.  Distributed processing can hold great benefits for companies that plan carefully where information will reside and how they will maintain, update, and archive it.  It can make life very difficult for companies that do not.


Inefficient Resource Use

Unconnected computing systems often make poor use of expensive equipment resources.  A busy minicomputer in market research cannot easily use an idle printer connected to a minicomputer in accounting.  As a result, both departments buy their own printer, even though each unit may be busy no more than 5% of the time each day.  The problem may become more acute with more expensive devices such as disk drives or tape units.

Slipped Timetables and Busted Budgets

Larger computer projects plagued by large numbers of change orders or even radical redesigns never finish on time and always cost more than projected.  While it’s possible, and even desirable, to restructure the entire software design process so that engineers, managers and users are involved throughout and projects are completed in modules rather than as a monolithic system, many companies still use the traditional approach of specifying a design up front in a detailed, formal document — which is then modified so often that any hope of an on-time, under-budget delivery is quashed.


THE PROBLEM


Uncoordinated departmental purchasing, crisis spending, an uncompromising dedication to quick action and deviating from project plans in mid-implementation all contribute to a situational approach to automation.  The price of this approach is severe:  inconvenient and expensive expansion, high support costs, low flexibility, poor communications, chaotic data management, low resource utilization, and runaway projects.  Ad hoc automation looms as one of the largest problems companies must overcome to computerize productively.  What can be done about it?


THE REALITY


“For wars are won by skillful strategy, and victory is the fruit of long planning.”

— Solomon et al., Proverbs 24:6 [about 800 B.C.]

A good plan requires time, money and effort to prepare, whether you are building a manufacturing plant or installing a computer system.  Is computer system planning worth it?

Benefits of Planning

The primary benefits of computer planning are simply avoiding all the problem consequences just examined.  While no panacea, good planning renders most of those consequences much less severe.  In addition:

· Creating a written computer plan forces managers to consider their goals for the computer system, and to discuss those goals with upper management and end users alike in a concrete way.  Ultimately, this should help CIS managers understand the business mission that they must serve.

· The plan provides a convenient frame of reference for discussing and evaluating a computer environment that otherwise might be too sprawling and abstract to easily grasp.  The organization can evaluate proposed changes to automated systems more intelligently within the context of the plan.

· The plan helps bring continuity to automation strategies in organizations where reorganizations and restructuring are the order of the day, and managers move from position to position with increasing frequency.

· A plan document facilitates discussions and negotiations with hardware and software vendors and consultants, giving them a thorough picture of your company's present system as well as your business goals and views of the future.

· Computer plans help identify deficiencies in underlying policies and procedures.  Often, this is the primary benefit of automation planning!

The only thing more expensive than a good computer plan is no computer plan.  A prerequisite, however, is a solid information plan, which has little to do with automation but everything to do with organizational procedures.

Information Planning

The best computer plan will not compensate for a poor (or nonexistent) information plan.  The computer system comprises merely one component of an information system.  Other components include:

· The timing of data entry, modification, reporting and archiving.

· Responsibility for data accuracy at those various stages.

· Which groups need access to what data, at what point and to what extent.

· How to ensure adequate security.

Computerization magnifies inefficiencies in the underlying information flows.  Companies considering automation should therefore first concentrate on streamlining information flows.  The return on investment from data flow planning often far exceeds that from computerization.

Some of my consultant colleagues admire the impressive and labyrinthine methodologies that large accounting firms produce for mapping information flows.  I have found those methodologies needlessly detailed and complex for all but the largest projects, though they do ensure hefty consulting fees.  Nevertheless, making a high level chart of information flow usually reduces the cost of subsequent automation, because simpler information systems beget simpler and more successful computer systems.

How strange that companies rarely map out information, so vital to business success!  A company that treats information as its most valuable resource will monitor its flow as closely and carefully as the flow of cash through its bank account or raw materials through its plant.


Elements of a Computer Plan


Consider for a moment the manufacturing VP charged with outfitting a plant to manufacture a new air conditioning unit.  Merely buying an assortment of presses, machine tools, fixtures, conveyor racks and paint booths, placing them haphazardly on the plant floor, and plugging them in will not provide an efficient facility. The first thing the VP of manufacturing will do is assemble a plan that considers the following:

· the goals of the business in building the plant;

· the nature of the products to be manufactured;

· how and when raw materials will move from one station to the next;

· which operations the plant will perform in-house and which it will outsource;

· which machines the plant requires, using the best appropriate technology;

· whether outside vendors should custom-build some of the machines;

· what procedure to adopt for acquiring equipment, such as bid requests;

· whether existing machines can be used or should be replaced;

· the order in which to deploy machines and the timing of that deployment;

· how much the machines will cost (i.e. a budget);

· where they will be placed;

· what support resources they will need (light, power, heat);

· what provisions the company will make to keep them running;

· a disaster plan in case they stop running;

· how people can use the equipment safely and efficiently;

· what kind of people should be hired, and what training they will need;

· how to implement quality control, and at what stages of production;

· how managers can monitor plant performance;

· how the plant will communicate with other company departments such as marketing, finance, accounting, engineering; and

· how to expand, improve, or modify the plant in the future with maximum use of existing equipment and minimum downtime.

The manufacturing VP will consult with machinists and managers alike during the planning process to ensure that the plant will work without extensive ad hoc changes along the way and to ensure that its budgets and timetables are realistic.  He or she will also think in terms of a modular, phased implementation with specified checkpoints along the way and with penalties for suppliers who don't deliver components on time or on spec.  Finally, the VP will make sure that the organization commits to the plan so that it will be executed all the way through.

These are exactly the elements of a good computer plan.
Here are a few typical considerations to give a flavor of the process, and to illustrate how good planning can save thousands or even millions of dollars while ensuring successful computer installations.  Most of the following sections correspond to the planning checklist given above.

Who Does It?

The manufacturing VP would never think of constructing a plant without consulting with the machinists and experts who will run its day-to-day operations.  Similarly, smart computer systems planners solicit advice and comment from future system users to avoid disastrous oversights and misjudgments.  Such a policy brings a crucial side benefit:  users will try much harder to make the system work if they offer some design input at the outset.  Designers and planners often believe they already know what user concerns will be, and to their credit they’re right perhaps 75% of the time:  but that’s not nearly enough to ensure success.

CIS professionals occasionally display a fondness for technological elegance at the expense of practicality.  Corporate planners and managers may opt for the least expensive solution without fully considering life-cycle cost issues, and may undervalue technological concerns through failure to understand them.  End users may not completely appreciate the importance of connectivity, compatibility, and security.  All three groups, therefore, should participate in computer plans to ensure a balanced vision.  In cases where the automation project will affect an organization’s customers, they constitute a fourth group.

Goal Setting

The first step of a good information systems plan is goal definition.  Many firms adopt inappropriate, technology-oriented goals:

· Eliminate paper in the office.

· Put a computer on every desk.

· Build a totally roboticized factory.

Such goals rarely make sense.  Why make eliminating paper a top priority, when reducing its use by 50% in the most time-critical processes — such as processing customer orders — will give you 90% of the potential efficiency improvement?  Why place computers on the desks of people who don't need them (not everyone does)?  Why strive for 100% plant automation when the result might suffer in flexibility and maintenance cost?

Here’s a sampling of more appropriate goals for automated systems:

· 
To reduce product shipment delays by integrating order processing, credit approval, inventory and billing into a single computerized system.

· To improve customer service by maintaining a database of customer questions and problems, searchable by key words and phrases.

· To reduce legal costs by creating a system to generate draft contracts using approved “boilerplate” modules for forwarding to counsel.

· To reduce product development time by setting up small networks for project teams to share ideas and coordinate schedules.

· To improve the quality of management information by building a program to automatically scan on-line news wires and trade journals for key topics.

Businesses succeed by orienting their strategies around customers and profits, not technology.  If technology can help provide a competitive advantage, reduce operating costs, provide better customer service, reduce cycle times, improve product quality, or increase revenues, great; a company should use it.  If not, it has no place:  technology for its own sake is an inappropriate business goal.

Outsourcing Decisions

An organization may choose to outsource one or several aspects of an automation project, including the following:

· Technical design

· Market surveys

· Plan review

· Custom programming

· System integration

· Project management

· Service and maintenance

· User training and support

· Disaster services

Many third-party service companies provide these services on a contract basis.  The larger computer companies are now jumping into this market, as profits from their traditional products dwindle.  Business Week reports that “...Solving complex information-handling problems for corporations is an obvious way of... replenishing profits for old-line makers.  IBM, for instance, is pursuing a variety of professional services, including writing custom software, outsourcing, and most recently, management consulting.”

Perhaps the most important outsourcing assignment is plan review.  Outside consultants can review your computer plan and make suggestions based on wide experience with many companies.  Strangely, many firms balk at bringing in consulting assistance during the plan review phase when it is most valuable and cost-effective.  While it's easy to pay too much for consulting, many reputable firms can save the organization many times the consulting fee by pointing out pitfalls and recommending proven solutions.

Outsourcing decisions depend on various factors:


How quickly the project must take shape;

· 
The availability and cost of in-house expertise;

· 
Security concerns; and

· 
The cost of outside contractors.


One danger when outsourcing is to share responsibility for the project too broadly.  The most successful computer projects may involve a number of contractors, but one overall manager.  Another danger is not specifying very clearly the scope of each contractor's work, in writing and in advance, to minimize surprises and misunderstandings.  Specification documents should set forth criteria for determining contractor performance, and a schedule with clear checkpoints all along the way.


Acquisition


Any complete computer plan must include procedures for acquiring the systems chosen in the technology assessment phase.  Companies often plan for competitive procurement through a Request for Proposal (RFP).  Several caveats come to mind in this connection:

· It's very difficult to compare computer systems line-by-line using a bid document.  Different computers run different programs, and software will influence the buying decision greatly.  Going into too much detail about the “how” of the project in the RFP will disqualify products that might meet 90% of the requirements.  Giving the vendors some leeway in choosing technology helps avoid ruling out good candidates.

· Having said that, the RFP should go into great detail about the “what” of the project.  In interviews with top CIS executives, Thomas D. Clark reports in Communications of the ACM that “the key to production cost control was felt to be a very detailed systems requirements specification... one would expect to find a well-developed process to specify requirements and plan projects prior to requesting proposals... this, however, was not the case.  In several instances, outside vendors or consultants actually developed system specifications as part of the project.”  It's fine for vendors to produce the technical details, but the customer produces the requirements document!

· The integrity of the bidding process can be maintained by keeping politics out of it to the extent possible.  It’s smart to lay out criteria in advance for determining bidder eligibility and for evaluating proposals.

· Automatically choosing the low bidder on a computer system may prove a serious mistake.  Large computer systems are not commodities; an excellent one can save a company thousands or even millions of dollars, while an inappropriate system can be more trouble than it is worth.  Life cycle costs far exceed purchase prices; low-ball bids can end up being very expensive in terms of repairs, down time, and poor connectivity.

· Smart planners listen carefully if a vendor expresses concerns with an RFP.  It’s just possible the vendor has an idea that can save the customer time and money.  No RFP is perfect, despite the considerable time and effort that may have gone into it.

· Give maximum weight to software issues, particularly in projects using commercial programs.  Customers should always review the available software, select the program or programs best suited for their needs, and then and only then focus on hardware, asking for bids on different machines if the software can run on more than one kind of computer.

Phased Implementation

Which parts of the plan should the organization implement first?  Trying to “switch on” a new, large system overnight usually invites disaster.  Users must learn a great deal in a short time, support staff face a sharp spike in demand for troubleshooting services, and system acceptance may take longer (or never happen at all) because of the initial confusion, re-learning and fire-fighting.  Quality testing and performance verification are more manageable if the customer phases in project implementation.

The technology planning timeline depends on both business and technical considerations.  From the business standpoint, what functions of the new system stand to provide the greatest benefit?  Will employees be able to use part of the system before the whole project is complete?  When my company developed a new inventory system for a Texas lumber company, we finished the data entry module first, so employees could key in item descriptions and codes while the programmer completed other modules.  What restrictions do budget cycles impose on the timing of component purchases?  To ensure ongoing management commitment to the project, how can the project demonstrate some results fairly soon?

From the technology standpoint, some modules must exist before others.  The hardware is often the first prerequisite, although it's often possible to perform software design on time-sharing services or by renting equipment until the actual hardware arrives.  Installers must lay network cabling before designers can create and test workstation links.  Someone must enter at least a sampling of “live” data before programmers can customize reports; and so on.

Project managers can code these key technical dependencies and business considerations into project management software programs.  These tools can greatly facilitate the phase-in by providing continuously updated progress reports and by identifying critical paths and opportunities for parallel, simultaneous work.

Budgeting

Informed budgeting for computer systems and can go a long way toward ensuring that those systems work in the first place, and improve productivity over their lifetime.  Many budgets, however, guarantee poor computer resource utilization.  They underfund system integration, user training, and on-site service; overspend on hardware and underspend on software; make no provisions for outside consultants, and so on.  One reason is that most organizations operate on an annual budget cycle, while proper computer system budgeting should take a longer view, typically at least 3 to 5 years.

Long-view budgets recognize that incremental improvements in a computer system can substantially improve its performance.  It's unwise to allocate $100,000 for buying a new computer system this year and allocate nothing for next year.  It’s far better to spend $80,000 now, and budget $20,000 for new products or improvements over the next two years, even in a no-growth scenario.  One can only determine which aspects of the system need enhancing after the computer has been running for several months.  It's impossible to design a perfect computer system on paper and buy all the needed products at once.  Organizations that try will either over-specify the initial system or suffer poor performance later without being able to correct it by modest follow-on expenditures.

Often, planners authorize large amounts for capital equipment (hardware) but very little for software, train​ing, or support.  Software has an intangible, abstract quality, which may help explain why I've run into resistance from clients who can understand paying $50,000 for a computer but don't see why the programs it runs should cost even one-tenth as much.  The reality is that a well-designed computer system usually includes twice as much software cost as hardware cost, or more, over its lifetime.

Budgeters should also allocate typically up to 25% of the hardware cost for system integration:  putting the pieces together and making them work properly.  User training and support costs vary widely, but budgeters should generally plan for 10% to 20% of the total system cost, per year of operation.  These figures often well exceed budget plans assembled by managers unfamiliar with computer projects and what makes them succeed.  It may help to have someone with project experience review the proposed budget before casting it in stone.

Maintenance

Any machine deteriorates over time, but the gradual nature of that deterioration may prevent its being noticed until disaster strikes.  Regular maintenance “tune-ups” and diagnostic tests can identify developing problems before they become crippling or catastrophic.  They also can prevent other types of problems from ever occurring at all.

Further, as time passes, the computer may perform different jobs, run different programs, and handle more users.  These changes can create new bottlenecks that limit performance.  Regular computer tune-ups can help locate these bottlenecks and correct them so that systems work at maximum speed.  These examinations should focus not only on the electromechanical com​ponents of the computer system, but also on more abstract areas such as memory and network use.  Here are two brief but typical examples:

· Computers are rapidly making their way out of “clean rooms” and into the office environment as today's downsizing trend races forward.  As a result, office dust collects on logic and memory chips and traps heat, driving temperatures beyond design limits and causing chips to fail intermittently.  Simply blowing dust off circuit boards with compressed air once a year can extend a computer's life by several years, avoiding the costly downtime and difficult troubleshooting that intermittent chip failure causes.

· Computer networks and minicomputers use high-speed machines to provide centralized file and print access to workstation users.  These servers store frequently accessed data in fast memory caches to fulfill user requests quickly.  The cache sizes may be appropriate at installation time, but quickly become inadequate when the network grows and disk storage is added.  Adding to these memory caches can sometimes double server file access speeds.

Disaster Planning

Large, critical systems where downtime costs thousands of dollars per second usually have disaster plans in place.  Smaller systems often don't, and the small computer is just as important to the small business as the large ones are to the multinational banks and financial services firms.

Any good computer plan should deal with contingencies such as theft, vandalism, fire, floods, earthquakes, computer viruses, power outages and equipment failure.  Planners should weigh the cost of downtime against the cost of quick recovery to develop appropriate plans for their organizations' business environment.

The first component of any disaster plan is notification:  how do you know there's a problem?  The answer is fairly obvious if an earthquake or flood occurs, but equipment problems may not make themselves felt immediately.  Software monitoring tools may help alert operators of incipient failures on the system.

The second component is response procedures.  Since the 1970's, larger companies have been setting up “hot sites” with duplicate equipment where operations may continue while technicians fix problems at primary sites.  Organizations that can't afford their own exclusive hot site may share a site with other firms using similar equipment, or contract with a disaster-recovery service company.  In any case, off-site storage for key programs and data files may be the only way to recover from a disaster.  Even if equipment withstands a physical disaster, authorities may forbid access to the building, as happened after the 1993 World Trade Center bombing in New York City.

Third is prioritization.  Some computerized activities are crucial to operations and some less so.  The disaster plan provides for bringing up the crucial programs first.  Management helps decide what “crucial” means and therefore participates in creating the disaster plan.  Government regulations, e.g., in banking, and customer contracts may help the organization decide which programs and functions must be up and running, and how fast, to avoid fines, lawsuits, or lost customers.

Finally, the disaster plan should consider not just how to get the system back up, but how to get people using it again!  Again using the World Trade Center example, some firms had their data secure long before they could find alternative office space for their employees to use it.

Disaster planning is not a one-time exercise; plans must be kept up-to-date if they’re going to work.  Nor is it a purely academic exercise; good plans get tested to make sure they’re going to work.

Support

Computer systems support encompasses three areas:  documentation, training, and troubleshooting.  These demonstrate some synergy in that well-documented systems are easier to teach and troubleshoot, and well-trained users create fewer problems for support staff to track down.  Therefore a good computer plan addresses each area.

Documentation may be the best example of how planning can reduce system costs over time.  Systems designers and programmers who document their technical work make future expansion or modification much easier.  Perhaps 10% of the computer networks and programs that clients have asked my company to improve or expand have been adequately documented.  Whatever time consultants have to spend “figuring out” the system comes out of the customer's pocketbook.  Troubleshooting poorly documented systems takes easily twice as long, too, as any network technician will attest.

Even the best-designed computer systems can be complex to learn and use.  Operators' manuals are often very poorly written, and most people do not learn as well from books as from structured classes anyway.  Budgeters must set aside reasonable funds for education to make the best use of the computer system.  Training is no less important for PC or LAN users than for users of multi-million-dollar mainframes.  And it is not a one-time expense.  New employees need introductory training, competent beginners need more advanced courses, experts benefit from refresher courses, and all users need to keep abreast of software improvements and upgrades as they occur.

Finally, what resources will the organization put into place for handling the day-to-day problems and questions that arise?  Whether the company contracts out this function or provides it in-house, goals for response time, resolution time, and accuracy will make up part of the plan.  What steps will the organization take to track user questions and problems?  What feedback mechanism will ensure that recurring problems in the field don't continue indefinitely, but receive the attention of technicians who can fix them?

Communication & Connectivity


A good plan considers industry standards, where they exist, as well as internal, corporate standards to ensure compatibility and connectivity.

· Which information should the system share, and with whom?

· Which programs and functions should be available to other departments or groups?

· Will the organization's customers need access to the system, and if so to what extent and how?

The answers to these questions will help determine connectivity and standardization requirements.

Expansion

One of the most important benefits of planning is the opportunity to combat rapid obsolescence by specifying products with a growth path:  hardware and software that can grow as the company grows, with minimal waste and disruption.

Many machines and programs impose built-in performance ceilings; customers should give great weight to products designed with growth in mind.  It's important to plan for expansion because of the high costs of conversions and retraining, the low salvage value of hardware, and the high speed of technological advancement.


Hardware Expansion

System hardware can expand in various ways, illustrated here by a freight train analogy.  An organization adds storage capacity in the form of memory, disk and tape drives, to handle more data (adding more boxcars).  One adds throughput by improving the system's ability to move data in and out (modernize boxcar loading and unloading facilities).  It's possible to add speed by three methods:  adding CPU's in a network or cluster (putting another locomotive at the front of the train), replacing existing CPU's and servers with faster units (replacing the locomotive with one having more horsepower), and dividing the system into groups that handle different tasks (putting fewer cars on each train).  Finally, one can increase availability of computer resources by adding terminals, workstations or printers on a Local or Wide Area Network (LAN/WAN), analogous to adding more stops along the route to serve more people.


While this analogy isn't perfect, it provides a useful way to think of the many techniques an organization may use to expand its hardware resources.  For example, adding horsepower by upgrading CPU's and servers (vertical expansion) is one way to make the system able to run more demanding applications than it could before, just as a stronger engine allows a train to negotiate routes with steeper grades.  Vertical growth paths are frequent in the minicomputer and mainframe marketplace, where a central CPU serves many users and may become the limiting factor on system speed.


Expanding in one way may require expanding in other ways.  Increasing availability may in turn create a need for more horsepower, and increasing speed may require improving network communications, or improving the track, in the analogy.  On the other hand, sometimes off-loading computing tasks to new systems can ease the burden on existing systems, delaying the need for a vertical upgrade.


Software Expansion

The growth path for software matters just as much as for hardware.  Many programs run on a spectrum of machines ranging from PC's to million-dollar mainframes.  Vertical growth means obtaining a version of the same software that will run on a more powerful CPU; planners ask how easy it will be to migrate their programs and data over to larger systems.  One achieves horizontal growth by upgrading licenses to allow more employees to use existing programs, and by adding new programs.  Project planners should concern themselves with ease of software expansion both vertically and horizontally before launching projects.

It's clear from all this that system designers must make educated guesses not only about how much the business may grow over the system's life, but also how it will grow.  Only then can planners specify hardware and software products that can expand as necessary in capacity, throughput, speed, and availability.  Business projections drive technology decisions — one more reason management can’t leave computer system planning to the technocrats.
Executing the Plan

The world is full of excellent plans that gather dust on shelves; some of my own planning documents have met this fate, and it is the consultant's nightmare.  Why does this happen?

· Plan complexity:  if no one can understand the plan, how can it succeed?

· The lack of clearly defined checkpoints or milestones that implementers can use to track the plan's progress and monitor vendor performance.

· The absence of follow-up provisions:  how often will we review the plan and compare it against reality?  Who will do it?

· Lack of management support.  If senior management doesn’t endorse the plan with vigor and promote it within their organization, it won't succeed.


THE SOLUTION


Smart, thorough computer planning works; uncoordinated purchasing, crisis-to-crisis computing, and “point solutions” don't.  The extent and quality of an organization’s planning reflect on its maturity and its likelihood of automating productively.

A successful plan involves management, technical experts, support persons, and end users.  It begins with a careful examination and streamlining of information flows.

From that point, it addresses the system's business purpose; “buy versus build” questions; technology alternatives; use of existing systems; phases of implementation; realistic budgets; diagnostics and maintenance; a disaster plan; human factors; support and training plans; how to monitor and control information quality; communication with other systems; and future expansion.

The organization's management then promotes and uses the plan as a real working document.  Thorough automation strategies incorporating these key elements dramatically reduce business computing costs and improve the performance of the computer systems they bring forth.
One key aspect of planning mentioned above is future expansion.  It’s just as important to avoid “overkill” as it is to build expandability into a computer system, because excess capacity today may not be usable tomorrow.  The fallacy of “getting the most powerful system we can afford” is therefore the topic of the next chapter.
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DESCRIPTION

There is a pervasive myth in the business world that computer systems automatically improve bottom-line productivity.  Technology expert Glenn Weadock writes in his latest book, "Exploding the Computer Myth," that "Automation only benefits companies with a deep understanding of its true costs, limitations, capabilities, pitfalls and requirements."  In "Exploding the Computer Myth," Weadock challenges 13 common assumptions about information systems:

Myth 1:  Computer Productivity Is Unmeasurable

Automation's benefits are never automatic, but can only be verified through measurement.  New technology coming into a company must be paired with specific business goals.

Myth 2:  Leave Technology to the Experts

A major reason that computer projects, both large and small, often fail is that business managers are willing to believe that computer decisions are best left to technical "experts."  Customers of automation projects must get more involved.

Myth 3:  Computers Belong in the Back Office

Businesses often limit their concept of what computers can do for their organization to number-crunching technology.  Computers can do much more today, such as offering customers "cyberservice."

Myth 4:  Fit People Around Technology

"Companies still think they can automate efficiently by dropping technology into the workplace and decreeing 'Use This and Be Effective.'"  Ergonomic and user-friendly systems make all the difference.

Myth 5:  The More Data, The Better

Without sound data management, the sheer volume of data becomes overwhelming.  It's not just how much information a business has that matters; it's the quality of that information, measured by accessibility, security and accuracy.

Myth 6:  We Don't Have Time for a Plan

"Management often holds no vision of the company's computer resource as an interconnected, evolving whole."  The results are uncoordinated departmental purchasing, crisis spending, acting too quickly and deviating from existing plans midway through a project.  The extent and quality of an organization's planning determine its likelihood of automating successfully and productively.

Myth 7:  Get the Most Computer Power We Can

Computer manufacturers and sales reps are often guilty of over-selling computer systems.  IT managers sometimes feel a need to impress colleagues.  Many software programs are bloated with features that 99% of users will never need.  Appropriate automation means investing technology dollars where they'll pay off.

Myth 8:  Computers Are Becoming Standardized

"The computer industry has done a shockingly poor job developing and adhering to consistent standards that allow computers to work together easily and expand inexpensively."  Organizations that develop their own internal standards will slash incompatibility costs.

Myth 9:  Custom Software Gives Us an Edge

Businesses often don't understand the risks involved with major software projects or the hidden costs associated with developing them.  Businesses aren't as unique as they think they are -- every business shares many of the same needs.  Customizable commercial software often costs less up front and much less down the road.

Myth 10:  Computers Are User-Friendly, So We Don't Need Training

Often people don't know how to use the systems they have, and their employers don't teach them.  "Computer jargon is worse than medical or legal jargon, because even a smattering of Latin won't help you here."  Aggressive, effective user education is simply a prerequisite for productive automation.

Myth 11:  Computers Are Reliable, So We Don't Need Support

Computer downtime is an ongoing problem.  More and more, vendors are getting out of the free or bundled support business.  This means that companies have much less incentive, economically, to build reliable products.  Support is the great productivity secret of successful automators.

Myth 12:  If It's Not Working, Throw Money At It

There are very few computer projects that the desperate infusion of dollars or people can save.  Starting fresh is often the only hope for a reliable result with runaway computer projects.

Myth 13:  If It IS Working, Leave It Alone

"The rate of change in the computer field has made investing in computer tools an evolving art."  Innovative companies, departments and teams maximize returns from their technology investment by using new devices and software to improve operations and help re-engineer business processes.

Using illustrations and examples from actual companies, Weadock shows how blindly following these myths can cause costly disasters. He also presents a new framework for making computer decisions and discusses implementation of the framework.

Weadock concludes by explaining how computers can be an agent for empowerment, rather than an agent of reduction.  He writes, "Computers can be used to free employees from the drudgery and detail of mechanical, repetitive tasks and allow them to concentrate on developing higher levels of achievement."

ADVANCE COMMENTARY

"'Exploding the Computer Myth' looks to me to be the most important business computer book of the decade.  Glenn Weadock sifts through the mountains of computer hype and promises to find you the hard kernels of truth.  If you use computers in your work — and who doesn’t these days! — then this volume will help you get the most out of your current computer and prepare you for the next step into the future."

- Jerry Pournelle, Senior Editor, Byte Magazine

"I believe that 'Exploding the Computer Myth' can be a highly useful tool for management personnel in all sizes of companies that are facing the decision to add, upgrade or change their systems’ capabilities."

- James D. Bell, past President & Chairman

  Thomson-CSF Inc. (parent of RCA)

"Glenn Weadock’s book, 'Exploding the Computer Myth,' pulls the covers off the industry’s dirty little secret — computers are not all they are cracked up to be!  To win the computer wars you need some pretty powerful ammunition.  And that’s exactly what Glenn gives you.  Each info-laden chapter first describes a myth, gives you the real low-down behind that myth and then gives you a step-by-step action plan."

- Jessica Keyes, past Managing Director of R&D, New York Stock Exchange;

  President of New Art Inc.; and author of The Productivity Paradox

"I’m sure there are dozens, if not hundreds, of  corporate executives who are just like myself.  I worry about the fact that we wouldn’t invest money in a machine in the plant that I see unused 75 percent of the time I walk by, and yet we do this daily with computers.  The fact that someone who has been deeply involved in the ‘Information Systems’ industry now tells us that computer productivity improvements ‘should’ be measured and ‘should’ be evaluated to justify new computer investments, in itself, will provide support for changing the way we look at it...  Glenn still leaves us with a major challenge — that it is necessary for top management to be involved with computer technology for the right moves to be made. Fortunately, his book starts the process."

- Ludvik F. Koci, President, Detroit Diesel
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